

	
	

	


		
		
			      
			      	
            Search
               
	Login with CAC

			      

		


		
	
        


Menu	Topics
	List of topics



		Cross Domain Enterprise Service (CDES)
	Cyber Sam
	Defense Collaboration Services (DCS)
	Department of Defense Secure Access File Exchange (DoD SAFE)


		DevSecOps Operational Container Scanning
	DoD Cloud Computing Security
	DoD Cyber Scholarship Program (DoD CySP)
	DoD Workforce Innovation Directorate


		Enterprise Connections
	GenCyber
	Identity and Access Management (IdAM)
	National Centers of Academic Excellence in Cybersecurity (NCAE-C)



 Close


	Training
	Cyber Exchange Training



		Training Overview
	Training Catalog
	Cyber Awareness Challenge
	Training Troubleshooting Guide



 Close


	PKI/PKE
	Public Key Infrastructure/Enabling



		Public Key Infrastructure/Enabling (PKI/PKE)
	External Certification Authorities (ECA)



 Close


	SRGs/STIGs
	Resources
	List of Cyber Resources



		About the DoD Cyber Exchange
	Approved Products List (APL)
	Cybersecurity Acronyms
	Cybersecurity Awareness Month Archives


		DoD Consent Banner with FAQ
	External Resources
	Policy and Guidance



 Close


	Help
	Cyber Exchange Help



		Email Directory
	Frequently Asked Questions (FAQs)



 Close






 
 
		
		

		
		




		
	

	
		 			 
			 	
			 		GenCyber

			 	

			 

		 
		 
			
					 	
				
				GenCyber

				
				
										        	GenCyber Home
	Locate a Camp
	GenCyber Host a Camp
	Frequently Asked Questions - FAQs
	Signup for GenCyber Email Updates
	NSA GenCyber Document Library
	CAE Institution Map
	Help

						
				

				
		 	


		 	

			
			

GenCyber Proposal Submission Now Open, all documents in the NSA GenCyber Document Library 












INSPIRING THE NEXT GENERATION OF CYBER STARS





GenCyber provides cybersecurity experiences for students and teachers at the secondary level.


2024 GenCyber Call for Proposal is forthcoming.






















GenCyber Program:





The GenCyber program aligns with the goals of the National Centers of Academic Excellence in Cybersecurity (NCAE-C)  program in order to provide awareness of college and career pathway opportunities for secondary students and educators. GenCyber programs are offered in four formats:



	GenCyber Student Programs
	GenCyber Teacher Programs
	GenCyber Combination Programs
	GenCyber Student Language Programs




To ensure a level playing field for all, GenCyber programs are offered at no cost to student and/or teacher participants. 





The Goals of GenCyber Are To:





	Ignite, increase and sustain awareness of secondary cybersecurity content and cybersecurity postsecondary and career opportunities for participants through year-round engagement;
	Increase student diversity in cybersecurity college and career readiness pathways at the secondary level; and
	Facilitate teacher readiness within a teacher learning community to learn, develop, and deliver cybersecurity content for the secondary classroom in collaboration with other nationwide initiatives.





GenCyber Resources:




GenCyber is an important component of the national cybersecurity education ecosystem. Several resources are available to our federal partners, camp hosts and the general public to ensure that cybersecurity awareness and education remain at the forefront of our program’s mission.

	2015-2019 GenCyber 5-Year Report: When the GenCyber program got its start, we were unsure of what to expect, but we were excited at the prospect of reaching the future cybersecurity workforce at a much younger age and what that would mean for the nation. This report is the results of a five-year study to determine the effectiveness of GenCyber at reaching its goals. This report has found that GenCyber has been successful at accomplishing many of its goals, though in different ways and at varying degrees.
	Information on the NCAE-C College and Career Pathways Initiatives, including RING
	Cybersecurity and Infrastructure Security Agency
	National Initiative Cybersecurity Education (NICE)
	National Science Foundation
	CLARK Center
	CAE Institution Map












GenCyber is financially supported by the National Security Agency, the National Science Foundation* and other federal partners on an annual basis.

The GenCyber Program Office is located at the National Security Agency. For questions, please contact gencyber@nsa.gov








* a) This material is based upon activities supported by the National Science Foundation under Interagency Agreement #1830835; and (b) any opinions, findings, and conclusions or recommendations expressed are those of the author(s) and do not necessarily reflect the view of the National Science Foundation.

Grant Authority: CFDA 12.903 GenCyber Grants Program






			

			


		

	


 		

        

        

          

            			

The DoD Cyber Exchange is sponsored by

Defense Information Systems Agency (DISA)
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U.S. Government Notice and Consent

You are accessing a U.S. Government (USG) Information System (IS) that is provided for USG-authorized use only.

By using this IS (which includes any device attached to this IS), you consent to the following conditions:

· The USG routinely intercepts and monitors communications on this IS for purposes including, but not limited to, penetration testing, COMSEC monitoring, network operations and defense, personnel misconduct (PM), law enforcement (LE), and counterintelligence (CI) investigations.

· At any time, the USG may inspect and seize data stored on this IS.

· Communications using, or data stored on, this IS are not private, are subject to routine monitoring, interception, and search, and may be disclosed or used for any USG authorized purpose.

· This IS includes security measures (e.g., authentication and access controls) to protect USG interests – not for your personal benefit or privacy.

Notwithstanding the above, using this IS does not constitute consent to PM, LE or CI investigative searching or monitoring of the content of privileged communications, or work product, related to personal representation or services by attorneys, psychotherapists, or clergy, and their assistants. Such communications and work product are private and confidential. See User Agreement for details.
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